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 Use case-dependent consultancy 

items proposed and priced

 Assessment of security 

policies in place

 Gap analysis

 Vulnerabilities assessment

 Development of technical 

documentation

 Etc.

 Upgrade options available

Custom-tailored

 OWASP methodology

 Expertise in Common Criteria, 

FIPS 140-2 certifications

 Security certifications

 OSCP

 CEH

 ISO 17001 lead auditor

 SLAE

Personnel Certification Improve Business Case

 Cybersecurity Consultancy helps cover 

security requirements from IoT security 

certifications also provide by DEKRA

 CTIA (3 levels)

 ETSI EN 303 645 (3 levels)

 NIST IR 8259

 ioXt Alliance

 GSMA

 Common Criteria

 Understand how to improve 

your design to ensure 

compliance with security 

requirements prior to start 

official evaluation or 

certification to enable a 

smooth process

 Identify potential first points of 

failure and obtain expert 

recommendation on design 

improvements

Offered in partnership with Deutsche Telekom IoT


